Digital resilience

a partnership between Ricardo and Roke
A new approach to cyber security

• Technology is reinventing how we do business, increasing the need to mitigate against cyber attack.
• Digital resilience is a new approach for managing a crisis response.
• Organisations should adopt digital resilience into their crisis management plans at all levels of the business.

Crisis management services
Business systems are becoming more complex, increasing the need for digital resilience and the ability to deal with a cyber attack should the worst happen.

Roke and Ricardo work with clients across the globe to develop bespoke crisis management, business continuity, and emergency response procedures and plans. Roke’s unrivalled cyber security expertise, and Ricardo’s cross industry experience in strategic and operational crisis management and business continuity provides complete organisational resilience capability.

This highly-qualified team develop organisational resilience around two main areas:

Training
Our training programmes develop employee capability to respond to an incident, from tactical ‘immediate incident response’ through to corporate crisis management at the most senior levels of the organisations. We provide you with assurance that your teams are equipped to respond effectively and appropriately. We understand that developing non-technical skills are just as vital to the success of dealing with incidents and a key part of all our training interventions.

Exercising
Our exercises validate policies, plans, procedures, training, equipment and inter-organisational agreements from table top or simulation exercises, whilst ensuring participants can develop their skills and experience in crisis response.

About our partnership
Roke and Ricardo bring together 160 years of innovative engineering experience. Our unparalleled combination of expertise in crisis management, training and exercise, secure and resilient systems engineering and certification means, together, we are ideal partners to support you to become more digitally resilient.

Contact us at enquiries@digitalresilience.info to find out how we can help reduce your exposure to the potential risks posed by the cyber threat environment.